How to get the NortelCS_GetOMReport job working
Currently there appears to be two issues in some environments with the routing table and the integrated FTP service hanging on startup.  This hang is causing the KS to never complete its iteration and get stuck in a Running state in the console.  In order to correct this we first need to make sure that any issues with accessing the TLAN of the NortelCS device is fixed.  We should not be able to reach the TLAN from the proxy server as that will cause a failure.   The proxy agent network interface needs to be on the ELAN. 
1. Ping the TLAN interface of the NortelCS device from the proxy.  If you can ping it then proceed with step 2.  If not skip to step 4 
2. If you can ping the TLAN interface you need to either change the network configuration or modify the route table on the NortelCS device to use the ELAN interface gateway to connect with the proxy server.  Note: it is recommended that there not be a route between the ELAN and the TLAN.  If the client cannot make the changes Nortel has suggested a static route from the Signaling Server to the proxy (see article below).  
a. If you are going to modify the NortelCS device route table use the following command at the oam prompt:  
· routeAdd ProxyIP ELANGatewayIP

b. You can verify the new route by running the following command at the oam prompt.  You should notice that there is a route to the proxy server using the gateway and interface of the ELAN.
· routeShow
3. Ping the TLAN again to ensure you can not ping it from the proxy server.

4. The next step is to enable the IIS FTP service.  This is necessary to work around the issue with the embedded FTP service hanging.  To do this you need to install and configure the IIS FTP service on the machine.

5. Once the IIS FTP service is installed you need to create three entries in Security Manager so the GetOMReport job knows to use that service.

a. Create the following Security Manager entry for the proxy server

· Label: NetworkDevice  (No Space between Network and Device)

· SubLabel: default (if you have multiple devices with different community strings, create 1 entry for each and use the devices ELAN IP address instead of default.)

· Value 1: Enter the community string for the devices or device, Note you need to enter read only community string for Call servers and read/write community strings for signaling servers and VGMC cards

· Click Apply. 

Note; If you are using CS1000 Version 3.0, please see the section on “Additional configuration for CS1000 Version 3.0” below. 

b. Create the following Security Manager entry for the proxy server:

· Label: NortelCS_FTP_Login
· SubLabel: default
· Value1: UserID   (Note: This should be an actual userid that has access to the FTP site to write files)
· Value2: Password
· Check the Extended application support checkbox
c. Create the following Security Manager entry for the proxy server:

· Label: NortelCS_FTP_Path
· SubLabel: default
· Value1: FTP Server Root Directory (Note: This is defined in IIS as the “local path” and is the local path on the proxy server where the FTP server saves files)

· Value2: File Directory Path (Note: This is a path relative to the root directory of the FTP server.  Ideally this would be blank and the OMReport files will be written to the root directory noted above.)

6. If your proxy server has more than one Network card then you need to create an additional Security Manager entry to define the proper address to use:

a. Create the following Security Manager entry for the proxy server:

· Label: NortelCS_FTP_IPAddress
· SubLabel: default

· Value1: IP Address (Note: This IP address should be for the Network card that has access to the ELAN address of the NortelCS device)

7. Now that all the necessary Security Manager entries are created we should cold start the agent and rerun the GetOMReport script.

a. Stop any hung GetOMReport jobs on the proxy server

b. Delete those hung GetOMReport jobs

c. Cold start the agent by restarting the NetIQ AppManager Client Resource Monitor server with the –oa parameter
8. Rerun the GetOMReport script.  This should be successful if not please review the steps noted and ensure each were followed.  Please contact NetIQ Technical Support if you need further assistance.

Additional configuration for CS1000 version 3.0

Configuring the PDT Password 

Create the following Security Manager entry for the proxy server

· Label: NortelCS_PDT_Password  

· SubLabel: default or IP address of the call server

· Value 1: Enter the PDT Password 

· Click to check Extended application support
· Click Apply. 

Configuring the SL1 Level 1 Login

Create the following Security Manager entry for the proxy server

· Label: NortelCS_Login  

· SubLabel: default or IP address of the call server

· Value 1: Enter the SL1 level 1 user ID
· Value 2: Enter the SL1 level 1 password (pwd) 

· Click to check Extended application support
· Click Apply. 

The following is from Nortel and is a workaround detailed in step 2a
	Sig Server routing issues

 

Problem Description

Products affected 

Enterprise VoIP Core Signaling Server 4.50.25
Enterprise VoIP Core Signaling Server 4.50.75
Enterprise VoIP Core Signaling Server 4.50.88 

Scenario 

Packets between a Net IQ box, and the Sig Server are being improperly routed. The Net IQ box is sending packets to the Sig Server via the ELAN, and Sig Server is responding via the TLAN. 

When setting up a Net IQ box, the documentation from NetIQ says you "have" to use the ELAN interface for discovering and monitoring the CS1K devices. There are several places where it says you cannot use the TLAN address, and so forth. The host route table on the sig server shows the following: 

Destination Gateway Flags Refcnt Use Interface

--------------------------------------------------------------------

0.0.0.0 10.20.194.254 0x3 11 286900881 fei1

10.20.192.0 10.20.192.20 0x10 1 0 0 fei0

10.20.194.0 10.20.194.20 0x10 1 0 0 fei1

-------------------------------------------------------------------- 

This shows the only way the Sig Server knows to get to the outside is via the TLAN, so the Sig Server is routing the packets out the TLAN. 

Problem Resolution

The site must add an entry to the host route table for the Net IQ box. 

ROUTE HOST TABLE

Destination Gateway Flags Refcnt Use Interface

--------------------------------------------------------------------

10.20.194.2 10.20.194.2 0x5 0 0 lo0

192.168.248.10 10.20.192.254 0x7 0 129 fei0 NET IQ box

127.0.0.1 127.0.0.1 0x5 0 12 lo0

--------------------------------------------------------------------


 

