Simplify and Secure
Cloud Application Access

As business users extend their application and information reach out into the cloud, IT’s responsibility of maintaining secure access becomes an even greater challenge. The increasing adoption of SaaS and other cloud hosted applications is introducing a new level of complexity and risk. Are your users’ corporate credentials being used in the cloud, leaving your intellectual property and competitive data at risk? IT Security teams require control, active management, the convenience and simplicity of SSO and detailed audit reports. They need a cost-effective, agile security solution that can be implemented without disrupting business continuity.

NetIQ Access Gateway for Cloud

NetIQ® Access Gateway for Cloud™ is a virtual appliance that provides a simple, secure way to manage access to SaaS applications for end users. It provides out-of-the-box security and access management capabilities such as full user provisioning, dynamic credentialing, Single Sign-On (SSO) and detailed application access reports for the SaaS applications your business users need for peak productivity. As a virtual appliance, it allows your IT Security team to adopt an on-premise solution that resides within their control and makes use of existing security and access policy frameworks. Access Gateway for Cloud has the ability to dynamically inject your existing enterprise security and access policies into SaaS applications without having to install or modify the existing infrastructures. Protection is almost immediate since the appliance can be installed in a matter of hours, and in most environments can be configured to meet your unique business needs in less than a week.

Benefits

• Increases business productivity by providing secure access to SaaS applications at the speed of business
• Enforces access and security processes to SaaS business applications
• Integrates with existing management tools to automate user provisioning, de-provisioning and Separation-of-Duties (SoD) to SaaS applications
• Enhances the current SaaS security infrastructure with single sign-on to SaaS, strong authentication, system generated credentialing and group management including Integrated Windows Authentication and Advanced Authentication Methods
• Provides detailed event tracking to monitor SaaS usage and facilitate compliance activities
• Because it’s a virtual appliance it’s simple to deploy and requires little to maintain

Features

NetIQ’s access gateway is an appliance designed to enable simple, federated access to SaaS applications; strengthening corporate governance, without sacrificing business agility.
The following components work seamlessly together in an integrated solution to deliver customer value:

- Automatic user provisioning and de-provisioning to SaaS applications
- Integration to enterprise IDM systems
- SSO to SaaS applications
- Pre-configured connectors out-of-the-box for Salesforce.com and Google Apps
- Full REST framework for remote access
- System generated password creation for enhanced security
- Dynamic registration of access policies based on workload status
- Integrated Log Management and reporting
- Injected policy intelligence that integrates SaaS access policies with existing on-premise access policies
- Simple install and click through configuration

Key Differentiators

NetIQ Access Gateway for Cloud is unique in its power and simplicity:

- **Lower cost of ownership and immediate protection.** Eliminates months of design, implementation and customization work associated with traditional access management solutions. Additionally, the appliance is able to automatically deploy updates as needed for maintenance and enhancements.
- **Seamless integration.** Maps to your existing processes making the administration of SaaS applications seamless and transparent. Administration does not need to differentiate between SaaS and on-premise applications.
- **Increased control.** NetIQ Access Gateway for Cloud provides full functioning identity and access management capabilities on-premise within your DMZ, giving you complete access and control over your secured credentials.
- **Maximum security.** Effectively manage compliance and security with automated credentialing, extended SAML support to non-SAML solutions, automated provisioning/de-provisioning, group management support and strong authentication support.

To learn more about NetIQ Access Gateway for Cloud, or to start a trial, go to [www.netiq.com/cloud-access](http://www.netiq.com/cloud-access).