Risk Service Patch Release for Log4j Vulnerability

December 2021

This patch release includes a fix for CVE-2021-44228 and CVE-2021-45046 vulnerabilities.

If you have suggestions for documentation improvements, click comment on this topic at the bottom of the specific page in the HTML version of the documentation posted at the NetIQ Risk Service Documentation (https://www.netiq.com/documentation/risk-service-2.0/) page.

This document includes the following:

- “Security Vulnerability Fixes” on page 1
- “Contacting Micro Focus” on page 1
- “Legal Notice” on page 1

Security Vulnerability Fixes

This release fixes the following Log4J issues:

- CVE-2021-44228 (https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2021-44228)
- CVE-2021-45046 (https://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2021-45046)

Contacting Micro Focus

For specific product issues, contact Micro Focus Support at https://www.microfocus.com/support-and-services/.

Additional technical information or advice is available from several sources:

- Product documentation, Knowledge Base articles, and videos: https://www.microfocus.com/support-and-services/
- The Micro Focus Community page

Legal Notice

For information about legal notices, trademarks, disclaimers, warranties, export and other use restrictions, U.S. Government rights, patent policy, and FIPS compliance, see https://www.microfocus.com/about/legal/.
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